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            Counterterrorism between the Wars: An International History, 1919–1937          	
                      	
            March 2022          	
            Georgi Asatryan          	
            The 11 September 2001 attacks in the US changed the course of world history and made Al-Qaeda a state-like actor in international affairs, thereby confounding a core Realist idea. The event also increased interest in terrorism studies, creating two competing schools of thought within it, the classical and the critical school. The debates between these two broad perspectives have led to many fruitful advances and insights concerning the motivations, methods, and impact of both terrorism and counter-terrorism. Nevertheless, the field has lacked a solid foundation in the use of historical examples, save for a few books and articles. Twentieth-century terrorism, particularly the terrorism of the inter-War years, remains a forgotten phenomenon in understanding the contemporary phenomenon of international terrorism. As Hannah Arendt wrote, violence is a companion of existence,1 so it behoves scholars to look at that period of time closely as well. Mary Barton’s Counterterrorism between the Wars is designed to address this apparent gap in the literature.

          	
                      	
                      	
                      
	
            A Russian Revisionist Strategy on the Rise?          	
                      	
            March 2022          	
            Yiannos Charalambides          	
            This article deals with the Russian Revisionist Strategy, the redistribution of power and the changes that this policy might bring. Accordingly, it examines whether this hypothesis is correct. NATO’s policy and the wars in Crimea, Georgia, Syria and the current one in Ukraine are the case studies that the article analyses. It discusses how Russia aims to restructure the regional and global system by forming strategic arcs and ‘pincer movements’ from the North Sea to the Middle East via the Caucasus Region. The war in Ukraine is at the epicentre of the Russian revisionist strategy.

          	
            Europe and Eurasia          	
            Russia          	
                      
	
            Republic of Korea, Indo-Pacific and the Emerging Regional Order:Engaging without Endorsing          	
                      	
            March 2022          	
            Jojin John          	
            Despite being a key stakeholder in the emerging regional order, South Korea’s approach to the Indo-Pacific has been a policy of ‘strategic ambiguity’. It entails a cautious engagement with Indo-Pacific initiatives of different countries under the ambit of ‘New Southern Policy’ without endorsing the concept or articulating the Korean position on the Indo-Pacific regional construct. Explaining the Korea’s strategic outlook, this article argues that its ambiguous approach to the Indo-Pacific’ is determined by the prioritization of maintaining a ‘balanced diplomacy’ in its relations with the US and China in a context of intensified strategic competition between the two.

          	
                      	
            undefined          	
                      
	
            Strategic Universality in the Axial Age: The Doctrine of Prudence in Political Leadership          	
                      	
            March 2022          	
            Athanasios Platias, Vasilis Trigkas          	
            The debate on the epistemological significance of leadership versus domestic politics or strategic culture remains fervent in modern International Relations. We suggest that there is a consensus found in classical Greek and Chinese texts about the core elements of realism and the consequentiality of political leadership on strategic choice. By engaging in a comparative study of strategic concepts emanating from pre-Qin China and Classical Greek strategic texts (which were developed independently into two closed hegemonic systems), we argue that the strategic logics of the West and East attest to the existence of a universal canon of strategy, one that places a premium on political leadership. Moreover, a shared intercultural strategic doctrine acknowledges the importance of utilitarian morality in politics, a consequentiality embedded within the structural restrictions of the interstate system and the constancy of human nature.

          	
                      	
                      	
                      
	
            Secularization of Militancy in Kashmir: Myth or Reality?          	
            July 04, 2022          	
                      	
            Tejusvi Shukla          	
            [image: ]Summary: Post-abrogation  of Article 370, India successfully ensured that the internal political  rearrangement did not attract negative international attention, despite vocal  efforts by Pakistan and Turkey. This waning international support has led  militant groups to seek renewed legitimacy and support for their activities.  The rhetoric of ‘struggle for resistance’ against ‘occupational forces’ is  being aired, as opposed to calls for jihad. While the language of communication  is sought to be ‘secularised’, militancy in its essence – in terms of the choice  of targeted killings, and the objectives driving the selection of targets for  attacks, has remained communal.

The Resistance Front (TRF)  released a pamphlet on 5 May 2022 threatening attacks on the Amarnath yatra. The TRF pamphlet warned that “blood will  spell (spill)” of those acting as “stooges” of the Union government, even as it  tried to convey a sense of religious tolerance by assuring safety to pilgrims  “till you (they) are not indulged in the Kashmir issue.”1[bookmark: _ftnref1]  The  yatra began on 30 June, after two years of travel restrictions on account of  the pandemic. The 2019 yatra was curtailed due to the abrogation of Article  370. Nearly 600,000-800,000 Hindu pilgrims are expected this year, as opposed  to a few thousands in the preceding years. 

Such messaging by the  TRF appears to be another addition to a series of attempts that seek to ‘secularise’  militancy in J&K, even as terror outfits like the Lashkar e-Taiba (LeT)  continue to be active. In the first week of May, for instance, three LeT  terrorists suspected of planning to attack the Amarnath yatra were also killed in an encounter in Srinagar.2[bookmark: _ftnref2]  Targeted  killings of Kashmiri Pandits, as well as migrant Hindu workers, moreover,  suggests that attempts to ‘secularise’ militancy in the state are a red  herring. 

The Brief explores the  veracity of claims suggesting secularisation of militancy in Jammu and Kashmir  (J&K), post abrogation of Article 370. It examines the communication strategies  of militant outfits through online and offline mediums. It then explores indicators  of militancy, to see if they correspond to the sentiments being aired in the  information domain, seemingly devoid of communal angst. In doing so, the Brief  places in context the rising significance of perception management as a part of  information warfare being waged by terrorist outfits operating in the state.

Terror Outfits and Perception Management

In the information  domain, militancy has indeed experienced a marked shift post-2019. This can be  majorly credited to the older existing groups like the Lashkar-e-Taiba (LeT),  Hizbul Mujahideen (HM), and Jaish-e-Mohammad (JeM) experiencing a waning  presence due to the collective effect of state-crackdown and reducing external  aid. Simultaneously, several new groups such as TRF, United Liberation Front of  Kashmir (ULFK), Kashmir Tigers, and People’s Anti-Fascist Force (PAFF) have  emerged. 

	Images 1 and 2: Logos of People’s Anti-fascist  Forces and The Resistance Front
	[image: Logos of People’s Anti-fascist  Forces and The Resistance Front]	[image: Logos of People’s Anti-fascist  Forces and The Resistance Front]
	Source: Logos retrieved from  pamphlets 


These groups are  different from the older terrorist outfits in terms of their nomenclature,  logos and slogans, as well as the nature and tone of messaging and  communication through their pamphlets. For instance, to begin with, the names  of each of the newly emergent groups depict a clear departure from Islamic  nomenclature as adopted by their predecessors. Whether it is TRF or the PAFF,  the emphasis is on ‘Kashmiri resistance’ against ‘occupational’ and ‘fascist’  forces,3[bookmark: _ftnref3]  as  opposed to a call for jihad against  infidels. 

  This change is also  seen in the logos used by each of these outfits, as also their respective  slogans. The slogan ‘Resist to Exist’ of the ULKF, is a visible contrast to  logos of, for instance, the HM (‘inil hukmu illa lillah’ – legislation  is for none but Allah) or LeT (‘al  dawatal irshad’ – the invitation to move under the instruction of the LeT,  that is, the Army of the Good).

	Images 3 and 4: Logos of LeT and Hizbul Mujahideen
	[image: Logos of LeT and Hizbul Mujahideen]	[image: Logos of LeT and Hizbul Mujahideen]
	Source: Logos retrieved from news  reports.4


Pamphlets periodically  released by these new outfits add to this tone of messaging. The threat letter  regarding the Amarnath yatra, as  noted earlier, deliberately tried to separate religion from politics. 

  Another pamphlet by the  TRF dated 15 June 2020 asserted 

…Jammu Kashmir ke har shehari ko barabar haq  hai yahan rehne ka, chaahe wo kisi bhi dharma se taaluq rakhta ho…iss tarah  Jammu Kashmir mein jo sayah aate hain humaare mehmaan hain…magar humaari  guzaarish hai ki sayah sayah rahein, humaari nasl-fasal-imaan-makaan ko khatm  karne waale Hindustan ke khaakun mein rang na bharein.” 

  (Every  inhabitant of Jammu and Kashmir has an equal right to reside here regardless of  their religious identity…Incoming tourists in Jammu and Kashmir are our guests,  but it is our request that tourists shall stay here as tourists and not try to  collude with the Indian establishment that is attempting to attack our  demography and property).5[bookmark: _ftnref5]  


Image 5: Pamphlet released by TRF 

[image: Image]
Source: Twitter handle of TRF6[bookmark: _ftnref6]  

  Even while claiming  attacks or inciting popular support, the language used is carefully distanced  from Islamist references. For instance, while claiming the murder of a Sikh  school principal, Supinder Kour, and a Kashmiri Pandit teacher, Deepak Chand,  on 7 October 2021,7[bookmark: _ftnref7]  the TRF pamphlet names “politicisation of education sector” as the reason  behind the attack. Note that no mention of the religious identity of the  victims is made. Instead, the pamphlet emphasises that “…our fight is to  safeguard our Freedom that thee occupier has been illegally occupied (the  occupier has illegally occupied), snatched from us and in this fight everyone  the citizens of JK are welcome to fight against the occupier India.” 

This line of  justification was also evident while claiming the murder of Kashmiri Pandit  Makhanlal Bindroo, just a day prior on 6 October 2021. The TRF pamphlet called  him an RSS ideologue who was mobilising Kashmiri youth under the pretext of  undertaking “health activities” and involved in “immoral trafficking and drugs  supply.”8[bookmark: _ftnref8] 

Militant Attacks and Targeted Killings

Data suggests that  recruitments for the previously existing organisations continues to far surpass  that of the ‘secular’ outfits, both in 2020 and 2021.9[bookmark: _ftnref9]  As  of March 2022, of the 168 militants active in the Valley, around 82 belonged to  the LeT, 41 with JeM, 38 with HM, three with Al Badr, and merely two with the  TRF.10[bookmark: _ftnref10]  The number of foreign militants in the Valley has also been rising in 2022,  after a fall for the past two years.11[bookmark: _ftnref11]  

Graph 1: Organisation-wise recruitment  in J&K in 2020 and 2021 

[image: 6]

Source: News Click12[bookmark: _ftnref12]  

  In terms of the number  of incidents and the involvement of terror outfits in carrying out each one of  those, two things need to be looked at – the nature of the incidents and those owing  responsibility for them. A look at the timeline of the incidents is crucial in  this respect. 


Table 1: Timeline of targeted killings (2020-22) 
	
Date

	
Incident

	
Undertaken by


	
1 January 2021

	
Satpal    Nischal, jeweller in Srinagar and first to get domicile in J&K under new    law killed

	
TRF


	
2 June 2021

	
Rakesh Pandita, BJP leader,    killed in Pulwama  

	
 


	
23 July 2021

	
Javid Ahmed    Malik, peon in a school in Pashtuna, shot dead

	
HM


	
9 August 2021

	
Ghulam Rasool Dar of the BJP    and his wife, Sarpanch and Panch of a village in Kulgam  

	
TRF


	
17 August 2021

	
Javid Ahmad    Dar of the BJP shot dead in Kulgam

	
TRF


	
19 August 2021

	
Ghulam Hussain Lone of the JK    Apni Party 

	
 


	
6 September 2021

	
Sarpanch    Mehrajdin Mir killed in Sopore in Baramulla 

	
 


	
17 September 2021

	
	Shankar Chaudhary, labourer    from Bihar, killed in Kulgam 
	Railway Constable Bantu Sharma    shot dead in Kulgam 


	
 


	
5 October 2021

	
	Makhanlal Bindroo, Kashmiri    Pandit chemist shop owner killed in Srinagar
	Virendra Paswan, chaat seller    from Bihar killed in Srinagar
	Mohd Shafi Lone, President of    cab drivers' association killed in Naidkhai area of Shahgund


	
TRF


	
7 October 2021

	
	School principal Supinder Kour    and teacher Deepak Chand shot dead in school in Srinagar
	Two labourers Raja Reshi Dev    and Joginder Reshi Dev shot at in Kulgam


	
TRF

 

ULF


	
16 October 2021

	
	Arvind Kumar Sah, labourer from    Bihar, shot dead in Srinagar
	Sagir Ahmed, labourer from UP,    gunned down in Pulwama 


	
ULF


	
8 November 2021

	
Mohd Ibrahim Khan, salesman of    Pandit businessman Sandeep Mawa shot dead in Srinagar

	
LeT


	
2 March 2022

	
Panch identified as Mohammad Yaqoob Dar of Kulpora Srandroo Kulgam    shot dead at his residence 

	
HM


	
9 March 2022

	
PDP Sarpanch Sameer Bhat was killed    in Khonmoh area of Srinagar 

	
TRF


	
11 March 2022

	
Sarpanch identified as Shabir Ahmed Mir from Audoora Kulgam killed    near his residence 

	
HM


	
4 April 2022

	
Kashmiri Pandit Sonu Kumar Balaji    shot at in Shopian, injured

	
Not clear


	
13 April 2022

	
Satish Kumar Singh, a Kashmiri Rajput, shot dead inside his home in    Kulgam's Kakran 

	
Kashmir    Fighters


	
15 April 2022

	
Independent sarpanch namely Manzoor    Bangroo killed by militants in Pattan area of Baramulla district 

	
LeT


	
12 May 2022

	
Kashmiri Pandit Rahul Bhat working in revenue department killed in    Tehsil office Chadoora Budgam 

	
TRF


	
15 May 2022

	
Ranjit Singh, employee at Liquor    shop in Baramulla, killed in a grenade attack inside the liquor shop 

	
Not clear


	
26 May 2022

	
TV artist Amreena Bhat of Hushroo, Chadoora killed in her home 

	
LeT


	
31 May 2022

	
Hindu teacher, Rajini from Samba,    killed by militants in Gopalpora Kulgam 

	
TRF


	
2 June 2022

	
	Vijay Kumar, a bank manager at Ellaquai Dehati Bank, hailing from    Rajasthan killed inside his office 
	Two migrant labourers shot in Budgam's Chadoora. One of them    identified as Dilkhush (resident of Bihar) dies  


	
TRF






Source: Data compiled by author from news  reports.

While  not exhaustive, the table lists major incidents of targeted killings that  followed the abrogation of Article 370.13[bookmark: _ftnref13]  Majority  of victims are identified as Kashmiri Pandits, a Sikh, and Hindu migrant  labourers. A number of Muslim civilians too have become targets of these  outfits. However, it is notable that most of these targeted killings involving  Muslim victims, Kashmiri or otherwise, carry some political motivations. For  instance, they belonged to the local BJP cadres, or Sarpanches, or were working  for the government. This made them ‘stooges’ of the government and hence were  targeted. Non-Muslim victims like migrant workers or school principals and bank  employees, though, have often been singled out for their communal identity. 

  While  a majority of these attacks have been claimed by the TRF (along with a handful  linked to the HM and the LeT), it is noteworthy that in each of these attacks,  open claims have been made only by the newer outfits – most prominently the  TRF. No official statements claiming such attacks have been released by the LeT  or HM since. 

  Given  the fact that most of these new organisations are termed as Front Organisations  of the previously existing ones,14[bookmark: _ftnref14]  it could partly explain why older militant organisations have not made any  recent claims. Most of these attacks are claimed by the TRF even as no  significant recruitment has been recorded by the organisation since its  inception (as depicted in Graph 1). The possibility that the new ‘secular’  outfits are but a mere cover for the pre-existing Pakistan-sponsored  organisations is more likely the bitter truth. 

War in the Information Domain 

While  the appearance  and language of  communication has been carefully ‘secularised’, the militancy in its essence –  in terms of the ability to gather popular support, its choice of targeted  killings, and the objectives driving the selection of targets for attacks, has  remained communal. In terms of local recruitments, the previously existing  Islamist outfits continue to attract more recruits. The targeted killings  reflect motivations of these outfit to hamper rehabilitation efforts of  Pandits. The en masse withdrawal of Kashmiri Pandits following the murder of  Vijay Kumar on June 2 is a case in point.15[bookmark: _ftnref15]  

  Pakistan’s  compulsions with the Paris-based watchdog, Financial Action Task Force (FATF), is  an important reason accounting for the drying up of Pakistani sponsorship to  terror outfits in terms of funds and weaponry. Given that the consequences of  Islamist terrorism have adversely affected most of the Western world, the  popular acceptability of any struggle following an Islamist path has generally  decreased over the years. With India highlighting Pakistani involvement in sponsoring  terror and destabilising the country’s internal security, international  perceptions have indeed experienced a gradual shift. The 2016 Uri attack and  2019 Pulwama attack only further strengthened India’s case before the  international community. 

  Post-abrogation  of Article 370, India successfully ensured that the internal political  rearrangement did not attract negative international attention, despite vocal  efforts by Pakistan and Turkey. This waning international support has led  militant groups to seek renewed legitimacy and support for their activities, in  the garb of calls for safeguarding human rights and rhetoric of ‘struggle for  resistance’ against ‘occupational forces’ as opposed to previous calls for jihad. The nomenclature, iconography,  and language appear to aim to portray the militancy as a strictly indigenous  movement for ‘freedom’ with no external actors and interests involved. The idea  also appears to target sections of the national population who might be  possibly influenced by calls for ‘justice’ and ‘freedom’ as opposed to that of  ‘jihad against infidels’.   

Going Forward

Despite  the best efforts of militant outfits and their masters, international  perceptions have reflected little change. The popular support within the Valley  for a ‘secular’ face of militancy is limited as well. However, the use of these  new organisations as fronts for other Pakistan-backed Islamist organisations  could sustain militancy in the state. This calls for careful monitoring of  their tactics, modus operandi, reach,  and popular response to their influence operations. The operations of these  fronts in the information domain must be tackled at par with those in the  physical domain. After all, every act in the physical domain emerges from an  idea in the cognitive domain – through information consumed, or on many  occasions, force fed.

  Views  expressed are of the author and do not necessarily reflect the views of the  Manohar Parrikar IDSA or of the Government of India.

	1. Ahsraf Wani, ‘“Blood will  spill”: Terror group issues threat ahead of Amarnath Yatra in J&K’, India Today, 22 May 2022.
	2. Nazir Masoodi, ‘2 Terrorists Planning to  Attack Amarnath Yatra Killed in Kashmir Encounter: Cops’, NDTV, 14 June 2022.
	3. Rohit Sai Narayan Stambamkadi, ‘Positioning the  Resistance Front (TRF) in Kashmir’s militancy landscape’, ORF, 11 January 2022.
	4. ‘Canada lists  Hizbul Mujahideen as “terrorist entity”’, The Kashmir  Walla, 4 February 2021; ‘Lashkar-e-Taiba  militant arrested in Srinagar’, The Economic Times, 4 January 2020.
	5. The Resistance Front, Twitter.
	6. The Resistance Front, Twitter.
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             Digital Vaccines: Web 3.0 Solutions for Chronic Diseases          	
            June 30, 2022          	
                      	
            Krutika Patil          	
            Digital Vaccines, along  with Digital Medicines, are part of an emerging medical field termed Digital  Therapeutics that amalgamates medicine with technology to tackle lifestyle  ailments. These gamified, digital interventions provide safe and low-risk  management of chronic diseases that require constant medical intervention.1[bookmark: _ftnref1]  Digital vaccines can transform our medical systems which are generally not  equipped to treat lifestyle diseases effectively. These solutions can be  utilised by the Indian Armed Forces also to address chronic mental and physical  health issues, especially for soldiers stationed in remote areas.

Relevance  of Digital Vaccines 

  The healthcare system, more  often than not, fails to provide regular and cheap care to patients suffering  from chronic diseases, as it is geared more towards treating acute diseases.  Chronic illnesses, which overwhelmingly affect the elderly population, often  take a long time to develop and require continuous monitoring. They are caused  by unhealthy behavioural choices like poor nutrition, lack of exercise,  excessive alcohol use, and smoking. Ailments like diabetes, respiratory  diseases, cardiovascular conditions, and physiological illnesses are examples  of chronic diseases. 

Acute diseases, on the  other hand, typically manifest rapidly, last for a short period, and are  usually caused by viruses, infections, injuries sustained in accidents, or drug  and medication abuse. Diseases like Covid-19, flu, burn injuries, pneumonia are  some of the examples of acute diseases. Improved medical sanitation,  antibiotics, vaccines, and surgical procedures have led to better treatment of  acute conditions and decrease in mortality rates. 

Leading health conditions  are now linked to chronic diseases that are exacerbated due to lifestyle  choices. As a result, our medical systems are ill-equipped to prevent, manage,  and contain such chronic diseases. Therefore, digital vaccines, which enable  widespread scaling of frequent, personalised interventions at a low cost, may  become an essential tool in the prevention and management of chronic disorders.2[bookmark: _ftnref2] 

Technological  Advancements in Digital Therapeutics

  With the proliferation of  web 3.0 technologies operating in metaverse platforms, wearable technologies,  Internet of Things (IoT), and Virtual and Augmented Reality (AR/VR), the  development of digital vaccines promises to address multiple medical conditions  at much lower cost through constant behavioural interventions. Digital  Therapeutics is an intersection of neuroscience, cognitive sciences, heath  analytics, and AI-powered mobile VR gaming.3[bookmark: _ftnref3]  This  differs greatly from telemedicine that usually is just virtual communication  between doctors and their patients. 

Given below are digital  interventions being pursued or in vogue to tackle health conditions. 

Covid-19

  Personal hygiene,  disinfecting surfaces, and social distancing are important lifestyle changes  that help reduce the spread of infectious diseases like Covid-19. FriendsLearn  is currently working on a digital vaccine delivered through a gamified mobile  application that will be culturally sensitive and flexible to use. The start-up  aims to use “dynamic neuro-behavioural-physiological modulation” using machine  learning models in this endeavour.4[bookmark: _ftnref4] 

Diabetes 

  The number of people  infected with diabetes is expected to rise to more than 134 million by 2045 in  India.5[bookmark: _ftnref5]  Type 2 diabetes accounts for the majority of cases which are linked to  behavioural tendencies like high-calorie consumption and lack of physical  activities. To successfully manage diabetes, patients must engage in a number  of behavioural changes that occur outside of the healthcare setting, such as  frequent blood sugar monitoring, medication adherence, and insulin  self-injection. This puts a lot of pressure on the patients to manage their  condition on their own. 

Several digital medicine  companies have developed solutions to address the diabetes and prediabetes  epidemic. These include Text2Move (TTM), a United States-based study, which  aims to determine whether automated, personalised, targeted, and motivational  text messages could increase activity levels among Type 2 diabetics, thereby  improving outcomes and lowering healthcare costs. The BlueStar smartphone app helps  patients choose the best time to test blood sugar. As a result, it gives  patients a more accurate picture of how their blood sugar fluctuates throughout  the day in response to environmental stimuli.6[bookmark: _ftnref6] 

Cardiovascular diseases

  According to the findings  of the Global Burden of Disease study, India has an age-standardised  cardiovascular disease (CVD) death rate of 272 per 100,000 people, which is  significantly higher than the global average of 235.7[bookmark: _ftnref7]  Like  diabetes, CVD is also linked to lifestyle and behavioural factors that require  management of weight. 'Fooya!' is an interactive and immersive gaming  platform for kids that works as a digital vaccine. It attempts to  encourage lifestyle changes through video games by promoting healthy eating.8[bookmark: _ftnref8]  

Further, recording a  patient's data over time with a granular data set via digital medicines will  allow a physician to understand if an intervention will be effective.9[bookmark: _ftnref9]  There are wireless blood pressure monitors that are used in conjunction with an  app to display blood pressure data. Historic readings are saved and can be  accessed via the cloud, allowing either the patient or the physician to  identify changes from previous readings.10[bookmark: _ftnref10] 

Challenges

  Despite the promise of digital vaccines, there are a few challenges like  privacy and regulation issues. According to research by Mozilla, user privacy  is much less protected in mental health apps than in most other types of apps.  Privacy is a major concern for digital vaccines interventions, in particular for  those that influence behaviour change through intensive monitoring of personal  data, such as location, movement, and purchase data.11[bookmark: _ftnref11]  

Large amounts of aggregated health data may be valuable to third parties  (state or non-state actors), incentivizing digital vaccine platforms to sell  the data. This can increase the security and privacy risks of the patients.  This could complicate the regulation challenges of these platforms for the  Central Drugs Standard Control Organisation (CDSCO), which is responsible for  drug approval, clinical trials, drug standards, quality control of imported  drugs in the country. 

Digital vaccine platforms could bypass regulations by not directly  mentioning the management of chronic conditions but through claims of tackling  habit-based challenges like weight loss, smoking, alcohol consumption, and  mental distress. The exponential surge in chronic diseases, however, demands  approaches that differ from those provided by current medical systems.  Therefore, with significant technological advancements and innovation in  computer and behavioural science, the opportunities for digital vaccines as  tools to address our modern day medical problems are immense.

Digital  Vaccine Use-Case: Indian Armed Forces 

  Digital Vaccines hold tremendous  potential for the Indian Armed Forces. Such interventions can be used for treatment  of soldiers in remote areas and for treatment of psychological conditions. Many  military personnel experience mental health-related issues, especially post-traumatic  stress disorder (PTSD), due to their involvement in highly stressful  operations.12[bookmark: _ftnref12]  

While the role of video  games in training personnel is well known, video games (also called ‘serious  games’ in the context of mental health) in the form of digital vaccines can  also be used for addressing mental health challenges. For example, US DoD’s National  Center for Telehealth and Technology (T2) – which coordinates initiatives on  digital health tools, has created a Virtual PTSD Experience computer-based  program called ‘Second Life’. This is a virtual-reality video game, where the  military personnel can create a virtual avatar to navigate through realistic  scenarios to address their mental health concerns.13[bookmark: _ftnref13]  

Research  on intensive virtual models showed potential to increase access to  evidence-based PTSD treatment for veterans and service persons.14[bookmark: _ftnref14]  Serious  games in the form of digital vaccines can address issues like PTSD, divorce,  emotional distress, and mental health.  Indian Armed Forces, too, can initiate digital  vaccine programs for their personnel to help curb mental health and other  chronic conditions.[bookmark: _bu25iwc4j9io] 

Views expressed are of the author and do not necessarily reflect the views of the Manohar Parrikar IDSA or of the Government of India.
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            Mahan and Mackinder: Addressing the False Dichotomy in the Eurasian Pivot theory          	
                      	
                      	
            Philip Reid          	
            [image: ]Halford Mackinder’s 1904 paper: The Geographical Pivot of History, has been an object of scholarly contention for more than eight decades. Endlessly regurgitated, the process of the Mackinder review has become a niche within International Relations theory that has evolved over time but retained a number of core themes. Contemporary ‘critical’ accounts continue to rely on an entrenched anti-Positivist dialectic that dismisses the military or political importance of space, as well as a damning, yet admissible, genealogical link to the German ‘anthropo-geographers’ of the late-19th Century. Other longstanding critiques of the Pivot Paper draw attention to the implications of modern technologies for the contemporary understanding of strategic space and the depth Mackinder affords his Eurasian ‘Heartland’. While in places contradictory, Mackinder’s principle contribution to the realist literature rests on his having expressed more succinctly than the other authors of his generation, the strategic relationship between a smaller, offshore maritime state and a larger continental power under conditions of global closure and this can neither be lightly dismissed nor emphatically accepted. Cursory readings of the Pivot Theory have permitted the distortion of the debate and the hyperbolic citation of Mackinder’s name and signature concept in news media and academia. The popular ‘Mahan versus Mackinder’ dichotomy, is perhaps the most familiar manifestation of this. The careless misrepresentation of what was in many ways a shared rather than contradictory worldview, as well as the shifting strategic landscape in the early-Twenty First Century, justifies another review of Mackinder’s ideas, as well as those of Alfred Mahan. This paper gives a brief synopsis of the Pivot Theory’s critical legacy and weighs the enduring relevance of the Edwardian Weltanschauung in the context of contemporary developments on a Eurasian land mass that has witnessed the breakneck political and economic rise of a second industrialized and ambitious power in the ‘Heartland’.
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            Withdrawal of French Troops from Mali          	
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            At the request of  the then interim government led by President Dioncounda Traore, France militarily  intervened in Mali in 2013, by launching Operation Serval. The operation was  authorised by the United Nations Security Council (UNSC).1[bookmark: _ednref1]  The imperatives that drove  the French decision included the need to safeguard its economic investments  (uranium mining fields in neighbouring Niger), political interests  (long-standing close relationship with Mali, Francophone African countries and  international obligations as a UNSC permanent member), and security interests  (protection of the French diaspora in the region and to prevent the threat of  an Islamist takeover).2[bookmark: _ednref2]  Operation Serval was  successful in pushing back the rebels to the northern part of Mali. Owing to  the spread of these outfits to the neighbouring regions, Operation Barkhane, a  counter-terrorism operation in the Sahel region, was launched in August 2014. 

Over the years,  international missions and regional players have made tremendous efforts to  counter the terrorist threat and security challenges. International missions  included the United Nations  Multidimensional Integrated Stabilization Mission in Mali (MINUSMA), instituted in 2013 and the European Union  Training Mission in Mali (EUTM Mali), launched in February 2013. Regional  efforts included the G5 Sahel Joint Force launched in 2017—comprising Mali,  Niger, Chad, Burkina Faso and Mauritania. The European Special Task Force  ‘Operation Takuba’ was also established in March 2020.

Despite such  military interventions over the past decade, there has not been much  improvement in Mali’s security condition. Apart from being the epicenter of  terrorist, jihadist and insurgency activity in the Sahel, Mali also faces  threats from vigilantes and communal violence between the farming and herding  communities, and is a hub for organised crime and illegal activities like  smuggling and drug trafficking. Apart from political instability and the  worsening security situation, the Covid-19 pandemic has also weakened the  Malian economy, one of the poorest countries in the world.3[bookmark: _ednref3]  The country is dealing  with high rates of poverty and unemployment and is heavily dependent on gold  exports and oil imports.

Triggering Factors for French Withdrawal

Mali is currently  being governed by a transition government led by Col Assimi Goïta, who led two  coups in August 2020 and May 2021, with Choguel Kokalla Maïga as the prime  minister.4[bookmark: _ednref4]  


  The military coups exacerbated tensions  between France and Mali. France decided in  June 2021 to unilaterally end its latest military Operation Barkhane. Later in  February 2022, France and its allies announced a  ‘coordinated withdrawal’ of their forces due to ‘multiple obstructions’ by  the military-led government.5[bookmark: _ednref5]  

The triggering factors were the  rising tensions and differences with the Junta, delay in elections and the  deterioration of bilateral ties. While announcing the decision to withdraw, President  Emmanuel Macron stated that “we cannot remain militarily engaged alongside  de-facto authorities whose strategy and hidden aims we do not share”.6[bookmark: _ednref6]  The  decision of the military government in January 2022 to postpone elections to  2026, the ban on the Danish contingent of Operation Takuba, expelling of the  French Ambassador and  entry of the Russian-based Wagner Group at the end of 2021 as a security provider, deteriorated the bilateral  relationship and fueled the decision on troop withdrawal. 

There are  additional geopolitical, geostrategic, and geo-economic imperatives underlying  the French withdrawal. 

Geopolitical Imperatives:France has  become increasingly unpopular among its former colonies in Africa. There has  been a growing anti-French sentiment, especially in Mali. The local population  has been protesting against the nearly decade-long foreign military presence by  the former colonial power, that has yielded limited results. In December 2021,  local protestors blocked a convoy of French troops repeatedly at multiple  instances as it crossed from Burkina Faso and Niger towards Mali.7[bookmark: _ednref7] 

Geostrategic Imperatives: With French presidential elections scheduled in  April 2022, France was cautious of the execution of its withdrawal. The French  government took measures to avoid comparisons with the US withdrawal from  Afghanistan. Prior to the announcement, it held a meeting with the G5 Sahel  leaders (except Mali and Burkina Faso due to the Junta rule) and portrayed the  exit as a “coordinated withdrawal”.8[bookmark: _ednref8]  At home, there has been  a growing domestic public dissatisfaction with France’s prolonged military  involvement in Mali.9[bookmark: _ednref9]  Moreover, of the 53 French soldiers killed in Operation Barkhane, 48 had died  in Mali.

Geo-economic Imperatives:France has  withdrawn its troops only from Mali and not from the extended region. The  troops are being re-deployed to Niger, giving France a base to continue its  commitment to conduct anti-terrorist operations in Sahel and overlook its  economic investments.10[bookmark: _ednref10]  As a country dependent on  nuclear energy for electricity, French companies like Areva have huge  investments in the uranium fields in Niger.11[bookmark: _ednref11]  Besides, the operation  was proving to be costly for France, which was spending about one billion Euros  (US$ 1.14 billion).12[bookmark: _ednref12]  By  June 2022, France has handed over its military bases at Tessalit, Kidal,  Timbuktu, Gossi and Menaka. The last  withdrawal will be from the military base in Gao which would be returned to  Malian forces “at the end of the summer”.13[bookmark: _ednref13]  

Implications for Mali and the Region

The withdrawal of  the French troops creates a security and political vacuum in the region and  exacerbates the current security challenges. 

Internal Implications: Mali has been left vulnerable to increased jihadist  activity and militancy. The security crisis will continue to escalate with  terrorist groups consolidating and setting up safe havens in northern parts of  Mali. On the other hand, since the withdrawal of French troops and its allies  indicates the withdrawal of foreign presence in the country, perhaps the  insurgency elements and jihadist outfits would now be willing to negotiate with  the Malian authorities. The withdrawal of foreign troops including the MINUSMA  was one of the primary demands of these outfits as they perceived these forces to  be an interference in the internal affairs of Mali, signifying an inability on  the part of the government to handle its own matters.14[bookmark: _ednref14]  

Additionally,  there will be challenges in routing and distributing the developmental and  humanitarian aid that comes into the country. French presence was complementing  the efforts of MINUSMA. The mission was dependent on the logistical support and  medical infrastructure of Operation Barkhane. MINUSMA Peacekeepers are equipped  to protect civilians from attacks by armed groups and authorised to counter  asymmetric threats but are not authorised to engage in counter-terrorism  activities.15[bookmark: _ednref15]  

The security and  political vacuum created in Mali with the exit of France is being filled by  external players like Russia. Reports indicate that mercenaries from the Wagner  group are already stationed in Mali and Russia has given military equipment  like combat helicopters and others to Mali.16[bookmark: _ednref16] Mali has renounced a  military cooperation agreement with France and has withdrawn from the G5 Sahel  Force. These developments isolate Mali and raise concerns on the success of regional  efforts to fight against terrorism in Sahel. 

External Implications: In the short-term, the French withdrawal would  perhaps cause the security situation in Mali to escalate out of control. There  could be an increase in transnational and cross-border terrorist attacks.  Furthermore, the developments pose a security threat to countries south of the  Sahel. These include the littoral countries like Côte d'Ivoire, Guinea, Ghana,  Togo and others. There has been growing concern about the spillover of jihadi  activities towards the Gulf of Guinea. 

Macron, while  announcing the troop withdrawal, had pointed out that 

Al Qaeda and the Islamic State group have made the  Sahel region of West Africa and the Gulf of Guinea nations ‘a priority for  their strategy of expansion’. They are investing there and exploiting local  causes in order to better pursue their global and regional agenda.17[bookmark: _ednref17]  


Côte d'Ivoire  President Alassane Ouattara warned that the withdrawal would create a political  vacuum and pledged to take steps to enhance border protection.18[bookmark: _ednref18] 

Another challenge is  the political instability in the West Africa region. The region has witnessed three  coups within a year, in Chad (April 2021), Mali (May 2021) and Burkina Faso  (January 2022). Political instability would embolden the terrorist outfits who already  control large territories in the region. Additionally, there has been an  increase in the displacement and migration of people towards neighbouring  countries, mostly northern Africa. Regional governments would need to prepare  for the challenge of managing this influx. 

Conclusion

The French withdrawal  from Mali has created a security vacuum in the region. The security situation will  likely deteriorate further, rendering Mali vulnerable to an increase in terrorist  attacks. The efforts of MINUSMA would also be impacted. Apart from the  challenge of tackling the increase in migration to neighbouring countries, the  likelihood of the spread of terrorist threat to the littoral countries south of  the Sahel has been heightened.

Views expressed are of the author and do not necessarily reflect the views of the Manohar Parrikar IDSA or of the Government of India.
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            The Quad is often criticised for underplaying its security  agenda for the greater good of consensus-building. The Tokyo Summit in May 2020  may have changed that, with an announcement which is being seen as a clearest  signal yet to China on its aggressive tactics at sea. A collaborative effort by  the US, India, Japan and Australia—the Indo-Pacific  Maritime Domain Awareness (IPMDA) Initiative—is aimed at  delivering on the promised goals of enhancing maritime security and shared  domain awareness  in the region via  technology and training support.1[bookmark: _ednref1]  Capacity-building of regional  countries to guard against Chinese misadventures near their waters, in essence,  is the focus of this effort. 


  South East Asia is among the key focus regions of this initiative.  The White House read-out outlines that the IPMDA will  share commercially available satellite data and alert smaller Southeast Asian  states on possible territorial intrusions or illicit activity such as illegal  fishing, smuggling or piracy in waters within their maritime boundaries.2[bookmark: _ednref2]  China’s muscle-flexing in  the South China Sea was discussed by India and the ASEAN leaders during the  recently held Foreign Ministers’ Dialogue in New Delhi. For a grouping like the  ASEAN, which finds itself at the receiving end of the strategic fallout of US–China  competition and Chinese belligerence, capacity-building measures like IPDMA  could augment strength. 


Aims of the IPMDA

  Simply put, Maritime Domain Awareness (MDA) is about having  comprehensive position and intentions of all actors at sea in the given area of  interest. This requires creation of compilation, correlation and fusion of  surveillance data collected from diverse sources, i.e., satellites, radar,  reconnaissance planes or human intelligence, in order to detect and identify  actors with irregular or threatening behaviour. 


  Given the vast expanse of the ocean and resources required  for comprehensive surveillance at sea, a collaborative approach for information-sharing  and domain awareness has remained a major ask. The end goal is to develop among  like-minded countries a shared understanding of developments and threats at  sea. 


  The key to this line of effort is to link up existing  regional collaboration mechanisms which are already analysing and assessing  threats and challenges in their respective areas of interest. Each of the Quad  members have their space-based assets for maritime surveillance, which are  supplemented by their airborne and land-based sensors.


  In addition, the Quad countries support/operate regional  fusion centres. These include India’s IOR IFC,  Australia-sponsored Pacific Fusion Centre in South  Pacific, Japan’s MDA Situational Indication Linkages (MSIL) and the US  Navy’s SeaVision platform.3[bookmark: _ednref3]  Protocols exist, as it is, for information-sharing and by creating more  linkages with other such mechanisms, the initiative aims to develop the ability  to predict patterns for big picture analyses.4[bookmark: _ednref4]  


Keeping China in Check

  IPMDA is an effort to supplement existing arrangements and is  a reiteration that habits of cooperation and trust among like-minded countries can help  augment regional capacities through rapid distribution and processing of shared  data.5[bookmark: _ednref5]  Official statements explain that integration of three  regions—South East Asia, South Asia and the Pacific—and being responsive to  their needs as to what “is happening in countries’ territorial waters and in  their exclusive economic zones” in real time, drove this effort.6[bookmark: _ednref6]  


  Illegal, Unreported and Unregulated (IUU) Fishing has emerged  as a major area of concern. Many regional countries are endowed with vast Exclusive  Economic Zones (EEZ) but have limited resources for effective monitoring of  these zones. IUU Fishing has led to many countries losing fiscal revenues and  has had disastrous consequences on conservation and sustainability efforts. 


  The scale of the challenge is compounded given that most  fishing vessels are not obligated to carry any vessel tracking system, i.e.,  Automatic Identification System (AIS) or Vessel Monitoring System (VMS). Even  when they are mandated, as in the case of vessels more than 300 metres, illegal  actors go dark by either switching their tracking system off or transmitting  false/spurious data as spoof. Identifying such illegal actors requires  persistent monitoring of relevant areas with high resolution, surveillance  sensors. It is only when you process this data that illicit actors’ patterns of  behaviour can be identified. Therefore, the challenge in identifying illegal  actors at sea is as much about data collection as it is about data processing.  IPMDA aims to address this gap via pooling of resources. 


  While the stated goal is to contribute towards an effective  deployment of maritime assets by regional partners to respond to humanitarian  and natural disasters, and combat illegal fishing, the signpost of ‘We are  watching you’ to China is not explicitly stated but is implicit. It is no  secret that fishing fleets from China have aggressively targeted Indo-Pacific  waters and have sparked outrage with frequent clashes. The IPMDA initiative  would in practical terms assist in not just identifying Chinese actions but  also help push back on its grey-zone activities. 


Limitations of the Initiative 

  Critics have argued that the announcement was the lowest  hanging fruit the Quad countries could deliver on, given that the collaborative  efforts this initiative aims to institutionalise are already in play. However,  the fact is that regional MDA remains far from comprehensive and extensive gaps  remain in terms of information sharing. To deter China actively at sea, investments  for the long haul in terms of persistent tracking of the vast span of  Indo-Pacific are essential for realising the stated goals. 


  Clearer answers on how Quad members will mobilise necessary  space-, air- or land-based surveillance assets required for such constant  tracking or queries on how demands for additional resource mobilisation will be  met, requires further elaboration. India, for one, is already setting up coastal surveillance radar stations (CSRS) in  strategically located IOR countries, but has faced problems where demand has exceeded supply.7[bookmark: _ednref7]  


  For Quad to succeed as a force of public good, a strategic  buy-in from South East Asia is essential. Given the  region’s scepticism towards the Quad and apprehensions about the Quad’s  rhetoric on ASEAN centrality, the IPMDA could serve as a reassuring platform to deliver  on the most fundamental requirements on regional maritime security and prove  its effectiveness.8[bookmark: _ednref8]  However, time will be of essence, as Quad countries divvy up responsibilities  and resources while managing the crunch of post-pandemic economies.

Views expressed are of the author and do not necessarily reflect the views of the Manohar Parrikar IDSA or of the Government of India.
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            The Tokyo Summit of the  Quadrilateral Security Dialogue, the ‘Quad’, was held on 24 May, 14 months  after the first Summit-level meeting held in March 2021. Apart from pledging to  advance ‘a common vision of free and open Indo-Pacific through practical  cooperation on diverse 21st century challenges’, and ‘uphold the  international rules-based order …’, the Quad also highlighted issues like  global health security, climate change, critical and emerging technologies, and  cyber and space security.1[bookmark: _ednref1]  An assessment of Quad’s cybersecurity initiatives indicate that they are  designed keeping into consideration cyber threats from China as well as the  Quad’s emphasis on ‘cyber resilience’ rather than on ‘offensive cyber  capabilities, which is a more robust way to tackle widespread cybersecurity  challenges in the Indo-Pacific.

Quad’s  Cybersecurity Initiatives 

At the Tokyo Summit, Quad leaders  recognised the urgent need for a ‘collective approach to enhancing  cybersecurity’ through initiatives like Quad Cybersecurity Partnership guided  by the 10 Joint Cyber Principles2[bookmark: _ednref2] ,  the first-ever Quad Cybersecurity Day, information-sharing among Quad  countries’ Computer Emergency Response Teams (CERTs), and improving software  and Managed Service Provider (MSP) security by coordinating cybersecurity  standards for Quad governments’ procurement of software. 

The Quad’s progress on cybersecurity  issues has been encouraging since the September 2021 Summit meeting in  Washington, where the members pledged to ‘facilitate public–private cooperation  and demonstrate in 2022 the scalability & cybersecurity of open,  standard-based technology’. The Quad Senior Cyber Group was also launched then.3[bookmark: _ednref3]  Experts met on 25 March 2022 to discuss strategies to improve cybersecurity in  an increasingly digital world with sophisticated cyber threats.4[bookmark: _ednref4]  During  the February 2022 Foreign Ministers' Meeting, Quad members reiterated their  support for ASEAN neighbours to ‘build resilience and counter disinformation’  while developing coordinated efforts to assist Indo-Pacific partners to address  the growing threat of ransomware and capability-building to counter cybercrime.5[bookmark: _ednref5] 

Each  of these initiatives indicates implicitly the critical security challenges Quad  members face, and an understanding of practical deliverables. The Quad  Cybersecurity Partnership aims to build resilience to address cybersecurity  vulnerabilities and cyber threats by focusing on critical infrastructure  protection (led by Australia), supply-chain resilience and security (led by  India), workforce development and talent (led by Japan), and software security  standards (led by the US). This targeted approach is coherent with the cyber  threat trend and patterns in 2021 where multiple ransomware attacks on critical  infrastructure led to supply-chain related disruptions all across the world.6[bookmark: _ednref6] 

CERTs  are nodal agencies that collect, analyse and disseminate information on cyber  incidents; take emergency measures and coordinate handling of cybersecurity  incidents; forecast and alert cybersecurity incidents and issue guidelines,  advisories, and vulnerability reports of information security. Information-sharing  and exchange of best practices will help Quad members' CERTs to develop a  comprehensive and trust-based strategy for all stakeholders. 

The US government and the Five Eyes  intelligence partners—the UK, Australia, Canada, and New Zealand—issued a joint  advisory in March 2022 warning about the ‘increasing cyberattacks by  nation-state threat actors’ against managed service providers (MSPs). A MSP is  a third-party organisation that maintains a customer's IT infrastructure and  end-user systems from a remote location. Because MSPs have privileged access to  their customers' networks at all times, successful cyberattacks against them  can be disastrous.7[bookmark: _ednref7]  Hence, Quad's attention to MSPs’ security is linked to safeguarding software  product supply chains from cyberattacks, especially ransomware attacks as  witnessed in 2021.8[bookmark: _ednref8]  Three  of the Quad members—India, the US and Japan—were also victims of the 2018  compromise of the MSPs that severely affected the software product supply  chains all around the world, an attack that originated from China.9[bookmark: _ednref9] 

The Cybersecurity Day campaign is an  effort to strengthen cybersecurity awareness and promote action on  cybersecurity for countries across the Indo-Pacific and beyond. This will  enable Quad members to push for the UN Voluntary Framework for Responsible State Behaviour in Cyberspace for  norm-building and the promotion of ‘international peace and stability in  cyberspace, and to help build the capacity of regional countries’.10[bookmark: _ednref10] 

Critical and  Emerging Technologies Initiatives

While  there is a different working group for Critical and Emerging Technologies, many of its initiatives  on 5G supplier diversification, semiconductor supply chains, and global  technical standards have a direct impact on cybersecurity. At the Tokyo Summit,  Quad members launched the Common Statement of Principles on Critical Technology  Supply Chains to enhance supply chain resilience.11[bookmark: _ednref11] 

The push for having a diverse,  competitive and reliable market for semiconductors is due to the complexity of  the semiconductor supply chain management, which increases the chances of  tampering.12[bookmark: _ednref12]  While China accounts for only 6 per cent of the total value of the global  semiconductor supply chain,13[bookmark: _ednref13]  it is China’s manufacturing base and hold on Rare Earth Metals14[bookmark: _ednref14]  which is troublesome for the safety of the semiconductor supply chain. 

Further, for the pursuit of ‘open  and secure telecommunications technologies’ in the Indo-Pacific, the Quad  members have committed to Open Radio Access Network (O-RAN) Track 1.5 dialogues  with the industry stakeholders. These dialogues will also include a Memorandum  of Cooperation in 5G Supplier Diversification, cooperation between Quad for  ‘technical exchanges and testbed activity to advance interoperability and  telecommunications cybersecurity’.15[bookmark: _ednref15] 

The Prague Proposals on  Telecommunication Supplier Diversity16[bookmark: _ednref16]  recognises the need for a successful transition to 5G and beyond. This can be  achieved through O-RAN interfaces where interoperability standards between  suppliers' equipment are supported, and network flexibility is provided at a  lesser cost. The O-RAN standards aim to break the RAN market's monolithic  nature, where a handful of RAN suppliers offer exclusive equipment and  software.17[bookmark: _ednref17] 

While there are some cybersecurity  concerns pertaining to 5G,18[bookmark: _ednref18]  in comparison to previous generation networks, O-RAN 5G networks might offer  greater security and subscriber privacy. As the technology shifts from  centralised core and RAN to distributed, virtual networks, security will become  more agile and layered.19[bookmark: _ednref19]  Quad’s focus on 5G Supplier Diversification and Open RAN is due to the security  threat from Chinese telecommunications companies like Huawei and ZTE that have  invested heavily in the development of global 5G standards and have a sizable  number of 5G patents.20[bookmark: _ednref20]  It  is pertinent to note that many countries have banned Huawei and ZTE 5G  equipment.21[bookmark: _ednref21] 

While standardisation and promotion  of open-source technologies in 5G technologies is the Quad’s focus, it is also  committed to cooperation in international standardisation organisations like  International Telecommunication Unit (ITU) and Telecommunication  Standardization Bureau (TSB) through the newly established International  Standards Cooperation Network (ISCN).22[bookmark: _ednref22]  Quad's  attention to this initiative is due to China's assertive international  standards promotion strategy and its China Standards 2035 project,23[bookmark: _ednref23]  which has cybersecurity implications. China's advocacy for cyber sovereignty  has aided the country's elevation as a ‘great cyber power’ as it focuses on  controlling norms, information, data, next-generation technology and standards.24[bookmark: _ednref24] 

Recognising that the above-discussed  initiatives require collaboration with academia and the industry to foster  innovation in these technologies, Quad has launched the Quad Fellowship and  Quad Investor Network. The Quad Fellowship intends to bring 100 students from  Quad countries to the US each year to pursue graduate degrees in STEM (Science,  Technology, Engineering and Mathematics) subjects. This will help develop a talented  cohort of next-generation STEM leaders who will lead in cutting-edge research  and innovation.25[bookmark: _ednref25]  The Quad Investor Network aims to seek funding for critical and emerging  technologies within and across the Indo-Pacific, by engaging with an  independent consortium of investors.26[bookmark: _ednref26] 

Conclusion

While many cyber threat actors are  operating in the Indo-Pacific, the attacks from China are particularly  politically motivated. Chinese-based actors have indulged in nearly 200 cyber  operations since 2005, primarily against the US.27[bookmark: _ednref27]  China  has also perpetrated cyber-espionage operations against all Quad members to  gain access to critical information. Due to China’s Civil–Military Fusion  initiatives, select Chinese universities and research centres in association  with Chinese military have been directly involved in these aggressive and  successful cyber-espionage operations.28[bookmark: _ednref28] 

The Quad’s approach to strengthen  cyber resilience through its various initiatives is essential to mitigate such  threats. Quad’s ‘practical cooperation’ approach is an attempt to solve  existing cybersecurity challenges that affect millions of people in the region  and beyond. The Quad has indeed cautiously carved out a practical and  cooperative agenda on issues of cyber security.

Views expressed are of the author and do not necessarily reflect the views of the Manohar Parrikar IDSA or of the Government of India.
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